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Hedge Funds News, February 2024 
 
The European Banking Authority (EBA) 
launched a public consultation on new 
Guidelines on preventing the abuse of funds 
and certain crypto-assets transfers for money 
laundering and terrorist financing purposes.  
 
These ‘travel rule’ Guidelines specify the steps that Payment Service Providers 
(PSPs), Intermediary PSPs (IPSPs), crypto-asset service providers (CASPs) and 
Intermediary CASPs (ICASPs) should take to detect missing or incomplete 
information that accompanies a transfer of funds or crypto-assets.  
 
They also detail the procedures all these providers should put in place to manage 
a transfer of funds or a transfer of crypto-assets that lacks the required 
information.  
 
These Guidelines aim at forging a common understanding to ensure the 
consistent application of EU law as well as a stronger anti-money laundering and 
countering the financing of terrorism (AML/CFT) regime. The consultation runs 
until 26 February 2024. 
 
The main objective of these Guidelines is to prevent the abuse of funds and 
crypto-assets transfers for terrorist financing and other financial crime purposes.  
The Guidelines also ensure that relevant authorities can fully trace such transfers 
where this is necessary to prevent, detect or investigate money laundering and 
terrorist financing.  



P a g e  | 2 

International Association of Hedge Funds Professionals (IAHFP)                                                                                                       

To achieve this, the EBA promotes the development of a common understanding 
by PSPs, IPSPs, CASPs and ICASPs and competent authorities across the EU, of 
what are the effective procedures to detect and manage the transfer of funds and 
crypto-assets lacking the required information on the payer/originator and the 
payee/beneficiary, and how they should be applied. 
 
Consultation process 
 
Comments to the consultation paper can be sent by clicking on the "send your 
comments" button on the EBA's consultation page. The deadline for the 
submission of comments is 26 February 2024. 
 
The EBA will hold a virtual public hearing on the consultation paper on 17 
January 2024 from 14:00 to 16:00 Paris time. The EBA invites interested 
stakeholders to register using this link by 3 January  2023 at 16:00 CET.  The 
dial-in details will be communicated to those who have registered for the 
meeting.   
 
All contributions received will be published following the end of the consultation, 
unless requested otherwise. 
 
Legal basis, background 
 
In July 2021 the European Commission issued a legislative package with four 
proposals to reform the EU’s legal and institutional AML/CFT framework. It 
included a proposal for a recast of Regulation (EU) 2015/847, now published in 
the Official Journal of the European Union since June 2023 as Regulation (EU) 
2023/1113.  
 
The recast brings the EU’s legal framework in line with the Financial Action Task 
Force (FATF)’s standards by extending the obligation to include information 
about the originator and beneficiary to CASPs – the so-called “travel rule”.  
 
It also amends Directive (EU) 2015/849 to subject CASPs, which are authorized 
in accordance with the Regulation (EU) 2023/1114 to the same AML/CFT 
requirements and AML/CFT supervision as credit and financial institutions. 
 
Article 36 (first and second subparagraphs) of Regulation (EU) 2023/1113 and 
Article 19a(2) of Directive (EU) 2015/849 mandate the EBA to issue guidelines to 
competent authorities, PSPs and CASPs on:  
 
(a) the measures those providers should take to comply with certain articles of 
Regulation (EU) 2023/1113;  
 
(b) the technical aspects of the application of this Regulation to direct debits; and  
 
(c) the measures, including the criteria and means for identification and 
verification of the identity of the originator or beneficiary of a transfer made to or 
from a self-hosted address. 
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The EBA is proposing to deliver this mandate by repealing the 2017 Joint 
European supervisory authorities (ESAs)’s Guidelines under Article 25 of 
Regulation (EU) 2015/847 on the measures payment service providers should 
take to detect missing or incomplete information on the payer or the payee, and 
the procedures they should put in place to manage a transfer of funds lacking the 
required information (JC/GL/2017/16) and replace them with new Guidelines. 
 
Responses 
 
Responses to the consultations can be sent to the EBA. All contributions received 
will be published after the consultation closes, unless requested otherwise. 
 
Deadline for submitting responses: 26/02/2024 at 23:59 
 
To read more: https://www.eba.europa.eu/publications-and-
media/events/consultation-guidelines-preventing-abuse-funds-and-certain-
crypto 
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Curiouser and Curiouser: Statement on Amendments to Form PF to 
Amend Reporting Requirements for All Filers and Large Hedge Fund 
Advisers 
 

 
 
I write to dissent from the latest unwarranted expansion of Form PF. These 
revisions stem from the Commission’s unbridled curiosity rather than from a 
legitimate regulatory objective.  
 
In 2010, Congress established the Financial Stability Oversight Council (“FSOC”) 
and charged it with, among other things, “identify[ing] risks to the financial 
stability of the United States.” 
 
Congress directed the Securities and Exchange Commission (“SEC” or 
“Commission”) and the Commodity Futures Trading Commission (“CFTC”) 
(collectively, “Commissions”) to provide some of the information FSOC would 
need to fulfill its duties, and so in 2011 Form PF was born. 
 
At its inception, the Commissions acknowledged that, while Form PF data could 
be used for their own regulatory purposes, Form PF’s primary function was “to 
collect information . . . to assist FSOC in its monitoring obligations.” 
 
Since that time, however, respect for Form PF’s primary purpose has given way to 
curiosity. We pair as co-equal FSOC’s use of Form PF data to “monitor and assess 
systemic risk” with our own desire “to collect additional data and make data more 
useful for the Commissions’ use in their respective regulatory programs.” 
 
Relying on both these purposes, we are expanding dramatically the information 
Form PF collects. 
 
In the Form’s early days, we were comfortable with its limitations. We stated 
clearly, for instance, that “[w]e have not sought to design a form that would 
provide FSOC in all cases with all the information it may need to make a 
determination that a particular entity should be designated for supervision by the 
[Federal Reserve Board].” 
 
We recognized that the cost of demanding more information from all fund 
advisers would outweigh the benefits. Our sensibilities have changed in the 
intervening thirteen years, and Form PF is being amended to accommodate 
them. 
 
Despite this attitudinal shift, we continue to provide occasional lip service to the 
idea that these amendments have been made largely in pursuit of improving the 
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identification and monitoring of systemic risk. As one commenter correctly 
highlighted, however, neither we nor the CFTC “describe[s] the types of activities 
that may give rise to systemic risk, nor do [we] describe how the proposed 
reporting requirements are specifically tailored to identify and effectively monitor 
these activities.” 
 
Form PF has not-so-subtly morphed into an all-purpose means to gather 
information from the private market under the seemingly limitless rubric of 
systemic risk. Through strained logic, we manage to transform one-off reports 
describing the idiosyncrasies of individual private funds into harbingers of 
market-wide contagion.  
 
Our apparent inability to articulate a rationale for compelling more data has in no 
way blunted our craving for it—in fact, it appears to have stoked it. Absent any 
discernible limiting features, we have seemingly decided that all gaps are created 
equal and filling them provides its own justification. Even a partial list of the 
additional data we will now collect with these revisions is dizzying. 
 
As one commenter put it, “the Commissions appear to believe that monitoring for 
systemic risk and protecting investors may only be conducted by having access to 
every piece of fund-related data.” A systemic risk regulator does not need to know 
everything about every entity. 
 
Boundless curiosity is wonderful in a small child; it is a less attractive trait in 
regulatory agencies. As diligent regulators we should want to know why market 
disturbances occur, or even prevent them if we can do so without exceeding our 
statutory mandates. But we chase a white whale if we believe we are but one 
discrete piece of information away from being able to prevent the next Flash 
Crash or Global Financial Crisis.  
 
We insist, for instance, that each component fund in a master-feeder 
arrangement be reported separately. We ignored commenters who pointed out 
that disaggregation makes little sense in light of how private funds manage risk 
and that the information submitted will be of little use to the Commission. 
 
We dismiss these concerns by stating that this fund-level data “allows for a 
clearer understanding of the reporting fund’s structure, including its portfolio 
liquidity.”  
 
And besides, we say, “the disaggregated data can still be aggregated by FSOC and 
the Commissions if necessary to understand and assess the risk of the fund.” 
 
The Commissions similarly reject a commonsense request for an exception to 
allow disregarded feeder funds to invest a de minimis amount in something other 
than a single master fund, U.S. treasury bills, or cash and cash equivalents. 
 
Even a ten percent exception could cloud “our understanding of these funds and 
the risks they may pose.” 
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We likewise said no to calls to carve out certain private funds from the definition 
of hedge fund—such as private funds that can short or use leverage, but do not 
engage in those activities for a specified period of time.  
 
Allowing carveouts from the definition, we determined, among other problems, 
would mean that we “would not receive important reporting on these activities 
which may contribute to systemic risk, particularly in the event of a fund that has 
the ability to engage in borrowing or short selling activities.” 
 
We do not have the better argument here. We have failed to explain why we must 
collect a small, unrepresentative component of the whole in order to fulfill Form 
PF’s purpose.  
 
Systemic risk involves the forest—trying to monitor the state of every individual 
tree at every given moment in time is a distraction and trades off the mistaken 
belief that we have the capacity to draw meaning from limitless amounts of 
discrete and often disparate information. Unbridled curiosity seems to be driving 
this decision rather than demonstrated need.  
 
In our never-satisfied hunger for more particularized information, we too 
casually ignore concerns about cost, utility, and data protection. Form PF 
contains highly proprietary information. Unless we need it, we should not collect 
it. The leakage of such confidential business information could have serious 
competitive repercussions.  
 
What we put forward as streamlining of Form PF’s data gathering effort—say the 
drop-down menus to assist a filer in identifying its investment strategy, or the 
introduction of sub-asset classes—commenters rightly see as costly fact-gathering 
endeavors of little value that create an increasingly tempting target for 
cyberthieves. 
 
Our curiosity could have serious consequences—“an intrusive path into the 
proprietary workings of fund managers under the guise of regulatory ‘need to 
know’.” 
 
Ensuring that the data we collect are used only for their intended regulatory 
purposes is a very weighty responsibility—so weighty that it ought to have us 
thinking twice about collecting data that is not needed for systemic risk 
assessment. 
 
Moreover, as one commenter suggests, perhaps we should ensure that we have 
fully used the information we already receive before adding to private funds’ 
reporting burden. Given that the last amendments are less than a year old, 
private funds might justifiably be feeling Form PF fatigue. 
 
The final rule does incorporate some commenter suggestions to reduce the costs 
and burdens and duplication associated with some of the proposal’s features, 
which could indicate that the notice and comment process has worked as 
designed. Far from it.  
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The Commissions dismissed far too many comments calling for revisions or 
relief, but more troubling, countless numbers of similar pleas likely were never 
submitted. By my count, we acknowledge that the Commissions received no 
comment on an element of the proposal more than 40 times in this release.  
 
Overburdened commenters are forced to pick and choose among hundreds of 
questions posed in this and other releases. They concentrate their limited time 
and strained resources on those matters they believe will be particularly 
disruptive. 
 
With so many questions going unaddressed, we cannot be confident that we have 
a clear understanding of what the true costs of these amendments will be, let 
alone whether they are justified. For these reasons and others, I cannot support 
this rule. 
 
Commenters are not alone in being overburdened. I am grateful to the 
hardworking staff of the Securities and Exchange Commission and the CFTC. 
Form amendments can be particularly challenging, especially with respect to a 
joint form such as this one and without the benefit of comment on many sections 
of the proposal. I commend the staffs of both agencies for their diligence and 
professionalism. 
 
To read more: https://www.sec.gov/news/statement/peirce-statement-
amendments-form-pf-amend-reporting-reqs-020823 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.sec.gov/news/statement/peirce-statement-amendments-form-pf-amend-reporting-reqs-020823
https://www.sec.gov/news/statement/peirce-statement-amendments-form-pf-amend-reporting-reqs-020823
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Artificial intelligence in central banking 
Douglas Araujo, Sebastian Doerr, Leonardo Gambacorta, Bruno Tissot 
 

 
 

Key takeaways 
 
1. Central banks have been early adopters of machine learning techniques for 
statistics, macro analysis, payment systems oversight and supervision, with 
considerable success. 
 
2. Artificial intelligence brings many opportunities in support of central bank 
mandates, but also challenges – some general and others specific to central 
banks. 
 
3. Central bank collaboration, for instance through knowledge-sharing and 
pooling of expertise, holds great promise in keeping central banks at the 
vanguard of developments in artificial intelligence. 
 
Long before artificial intelligence (AI) became a focal point of popular 
commentary and widespread fascination, central banks were early adopters of 
machine learning methods to obtain valuable insights for statistics, research and 
policy (Doerr et al (2021), Araujo et al (2022, 2023)).  
 
The greater capabilities and performance of the new generation of machine 
learning techniques open up further opportunities. Yet harnessing these requires 
central banks to build up the necessary infrastructure and expertise.  
 
Central banks also need to address concerns about data quality and privacy as 
well as risks emanating from dependence on a few providers.  
 
This Bulletin first provides a brief summary of concepts in the machine learning 
and AI space. It then discusses central bank use cases in four areas:  
 
(i) information collection and the compilation of official statistics;  
 
(ii) macroeconomic and financial analysis to support monetary policy;  
 
(iii) oversight of payment systems; and (iv) supervision and financial stability.  
 
The Bulletin also summarises the lessons learned and the opportunities and 
challenges arising from the use of machine learning and AI.  
 
It concludes by discussing how central bank cooperation can play a key role going 
forward.  
 
Overview of machine learning methods and AI  
 
Broadly speaking, machine learning comprises the set of techniques designed to 
extract information from data, especially with a view to making predictions.  
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Machine learning can be seen as an outgrowth of traditional statistical and 
econometric techniques, although it does not rely on a pre-specified model or on 
statistical assumptions such as linearity or normality.  
 
The process of fitting a machine learning model to data is called training.  
 
The criterion for successful training is the ability to predict outcomes on 
previously unseen (“out-of-sample”) data, irrespective of how the models predict 
them.  
 
This section describes some of the most common techniques used in central 
banks, based on the regular stocktaking exercises organised in the central 
banking community under the umbrella of the BIS Irving Fisher Committee on 
Central Bank Statistics (IFC). 
 

To read more: https://www.bis.org/publ/bisbull84.pdf 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.bis.org/publ/bisbull84.pdf
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ENISA Single Programming Document 2024 – 2026 
 

 
 

Strategy 
 
EMPOWERING COMMUNITIES  
 
Cybersecurity is a shared responsibility. Europe strives for a cross sectoral, all-
inclusive cooperation framework. ENISA plays a key role in stimulating active 
cooperation between the cybersecurity stakeholders in MSs and the EU 
institutions and agencies.  
 
It strives to ensure the complementarity of common efforts, by adding value to 
the stakeholders, exploring synergies and effectively using limited cybersecurity 
expertise and resources. Communities should be empowered to scale up the 
cybersecurity model.  
 
CYBERSECURITY POLICY 
 
Cybersecurity is the cornerstone of digital transformation and the need for it 
permeates all sectors, therefore it needs to be considered across a broad range of 
policy fields and initiatives.  
 
Cybersecurity must not be restricted to a specialist community of technical 
cybersecurity experts. Cybersecurity must therefore be embedded across all 
domains of EU policies. Avoiding fragmentation and the need for a coherent 
approach while taking into account the specificities of each sector is essential. 
 
OPERATIONAL COOPERATION  
 
The benefits of the European digital economy and society can only be fully 
attained under the premise of cybersecurity. Cyberattacks know no borders. All 
layers of society can be impacted and the Union needs to be ready to respond to 
massive (large-scale and cross-border) cyber-attacks and cyber crisis.  
 
Cross-border interdependencies have highlighted the need for effective 
cooperation between MSs and the EU institutions for faster response and proper 
coordination of efforts at all levels (strategic, operational, technical and 
communications).  
 
CAPACITY BUILDING  
 
The frequency and sophistication of cyberattacks is rising speedily, while at the 
same time the use of information and communications technology (ICT) 
infrastructures and technologies by individuals, organisations and industries is 
increasing rapidly. The needs for cybersecurity knowledge and competences 
exceeds the supply.  
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The EU has to invest in building competences and talents in cybersecurity at all 
levels, from the non-expert to the highly skilled professional. The investments 
should focus not only on increasing the cybersecurity skillset in the MSs but also 
on making sure that the different operational communities possess the 
appropriate capacity to deal with the cyber threat landscape. 
 

 
 
TRUSTED SOLUTIONS  
 
Digital products and services bring benefits as well as risks, and these risks must 
be identified and mitigated. In the process of evaluating the security of digital 
solutions and ensuring their trustworthiness, it is essential to adopt a common 
approach, with the goal to strike a balance between societal, market, economic 
and cybersecurity needs. A neutral entity acting in a transparent manner will 
increase customer trust in digital solutions and the wider digital environment. 
 
FORESIGHT  
 
Numerous new technologies, still in their infancy or close to mainstream 
adoption, would benefit from the use of foresight methods. Through a structured 
process enabling dialogue among stakeholders, decision- and policymakers 
would be able to define early mitigation strategies that improve the EU’s 
resilience to cybersecurity threats and find solutions to address emerging 
challenges. 
 
KNOWLEDGE  
 
The energy that fuels the mill of cybersecurity is information and knowledge. For 
cybersecurity professionals to be efficient at tackling objectives, to work in a 
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constantly moving environment – in terms of digital developments as well as 
with regard to actors – to face the challenges of our time, a continuous process of 
collecting, organising, summarising, analysing, communicating, and maintaining 
cybersecurity information and knowledge is clearly needed. All phases are 
essential to ensure that information and knowledge is shared and expanded 
within the EU cybersecurity ecosystem. 
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To read more: https://www.enisa.europa.eu/publications/corporate-
documents/enisa-single-programming-document-2024-2024 
 
 
 
 

 
 
 
 
 
 
 
 
 

https://www.enisa.europa.eu/publications/corporate-documents/enisa-single-programming-document-2024-2024
https://www.enisa.europa.eu/publications/corporate-documents/enisa-single-programming-document-2024-2024
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The first set of final draft technical standards under the Digital Operational 
Resilience Act (DORA). 
 

 
 

The three European Supervisory Authorities (EBA, EIOPA and ESMA – the 
ESAs) published the first set of final draft technical standards under the Digital 
Operational Resilience Act (DORA) aimed at enhancing the digital operational 
resilience of the EU financial sector by strengthening financial entities’ 
Information and Communication Technology (ICT) and third-party risk 
management and incident reporting frameworks. The joint final draft technical 
standards include: 
 
1. Final report, Draft Regulatory Technical Standards to further harmonise ICT 
risk management tools, methods, processes and policies as mandated under 
Articles 15 and 16(3) of Regulation (EU) 2022/2554 
 

 
 
2. Final report on Draft Regulatory Technical Standards to specify the detailed 
content of the policy in relation to the contractual arrangements on the use of ICT 
services supporting critical or important functions provided by ICT third-party 
service providers as mandated by Regulation (EU) 2022/2554. 
 

 
 
3. Final report on Draft Regulatory Technical Standards specifying the criteria for 
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the classification of ICT related incidents, materiality thresholds for major 
incidents and significant cyber threats under Regulation (EU) 2022/2554. 
 

 
 
4. Final Report On Draft Implementing Technical Standards on the standard 
templates for the purposes of the register of information in relation to all 
contractual arrangements on the use of ICT services provided by ICT third-party 
service providers under Article 28(9) of Regulation (EU) 2022/2554  
 

 
 
To read more: https://www.eba.europa.eu/publications-and-media/press-
releases/esas-publish-first-set-rules-under-dora-ict-and-third-party 
 
We carefully monitor the developments at: https://www.digital-operational-
resilience-act.com 
 
This website belongs to Cyber Risk GmbH, a sister entity of the association. 
 
The Digital Operational Resilience Act (DORA) - Regulation (EU) 2022/2554  
solves an important problem in the EU financial regulation.  
 
Before DORA, financial institutions managed the main categories of operational 
risk mainly with the allocation of capital, but they did not manage all components 
of operational resilience.  
 
After DORA, they must also follow rules for the protection, detection, 
containment, recovery and repair capabilities against ICT-related incidents. 

https://www.eba.europa.eu/publications-and-media/press-releases/esas-publish-first-set-rules-under-dora-ict-and-third-party
https://www.eba.europa.eu/publications-and-media/press-releases/esas-publish-first-set-rules-under-dora-ict-and-third-party
https://www.digital-operational-resilience-act.com/
https://www.digital-operational-resilience-act.com/
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DORA explicitly refers to ICT risk and sets rules on ICT risk-management, 
incident reporting, operational resilience testing and ICT third-party risk 
monitoring.  
 
This Regulation acknowledges that ICT incidents and a lack of operational 
resilience have the possibility to jeopardise the soundness of the entire financial 
system, even if there is "adequate" capital for the traditional risk categories. 
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The Path Forward for Bank Capital Reform 
Governor Michelle W. Bowman, at Protect Main Street sponsored by the Center 
for Capital Markets at the U.S. Chamber of Commerce, Washington, D.C.  
 

 
 
"More is better." This axiom often holds true in many respects, but experience 
also teaches us that there are limits. Today, I'm happy to join you here at the U.S. 
Chamber of Commerce to talk about proposed changes to bank capital rules in 
the United States and to probe the limits of the notion that "more is better" when 
regulators seek to apply it to bank capital requirements. 
 
In July 2023, the federal banking agencies proposed changes to implement the 
Basel III "endgame" capital reforms. 
 
The published capital rulemaking proposal incorporated an expansive scope and 
a notable shift in approach by pushing down new Basel capital requirements to 
all banks with over $100 billion in assets, regardless of their international 
activities.  
 
The proposal would substantially increase regulatory capital buffer and minimum 
capital requirements for the covered firms. The comment period closed 
yesterday, January 16th.  
 
We've seen a robust response from commenters, with a large number of 
comments submitted during the latter part of the comment period.  
 
As a policymaker, I am pleased to see the careful attention stakeholders have paid 
to this proposal and the thoughtful feedback that has been provided during the 
comment period. Public input should help to improve the efficiency and 
effectiveness of the proposal. 
 
From my perspective, given the significant response from a number of industries 
and perspectives, as a bank regulatory policymaker, the agencies are obligated to 
think carefully about the best path forward for this proposal.  
 
This should include making substantive changes to address known deficiencies 
with the proposal and giving the public an opportunity to comment on any 
reformulated proposal, to ensure the best possible outcome for the Basel capital 
reforms.  
 
That path should ensure that sufficient consideration is given to the wide-
reaching consequences of capital reform to the U.S. banking industry, the U.S. 
economy, and, importantly, U.S. businesses.  
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We should consider tradeoffs in addressing scope, calibration, and tailoring. And 
we should appropriately adjust the excessive calibrations and eliminate 
regulatory overreach in the proposed rule. 
 
Today, I'd like to briefly discuss what I see as the consequences of miscalibration 
of capital reforms—and testing the "more is better" principle—through a 
discussion of the impacts of finalizing the proposed capital reforms without 
significant revisions.  
 
I will then outline ideas for a path forward and highlight what I see as the two 
most pressing problems in the proposal, issues that we must address before 
finalizing these and other pending rules.  
 
And finally, at the risk of lulling those to sleep who do not eat, drink, and breathe 
bank capital rules 24/7, I will identify a few important technical issues for 
resolution because they lead into the two overarching problems that I referenced 
a moment ago. 
 
Considerations in Capital Policy 
 
Capital plays a critical role in the U.S. banking system, promoting the safe and 
sound operation of banks and supporting confidence in the broader banking 
system. Capital helps banks provide financial products and services, including 
credit, that support American businesses.  
 
I think we can all agree that higher levels of capital enhance financial resilience—
up to a point. At the time of a bank's failure, capital—especially common equity 
capital, as the first type of funding to absorb losses—protects depositors and 
other creditors.  
 
Capital allows banks to continue providing products and services, promoting a 
well-functioning financial system, even during times of stress. 
 
But capital is not costless. Capital does not come into existence only at the point 
of failure—capital is an ongoing requirement, and an ongoing cost, for all banks.  
 
The cost of capital— both the required minimum amount of capital and buffers 
and the market price of capital—influences every aspect of the business of 
banking, including the business lines a bank pursues, the products and services it 
offers, and the cost and availability of those products and services.  
 
Banks are not obligated to offer the same financial products or services over time. 
Banks also are not obligated to maintain the same costs of products and services. 
Indeed, it would be irresponsible for a bank to ignore the cost of capital in 
managing its business, just as it would be irresponsible for a bank to ignore 
market preferences and forces when choosing its lines of business.  
 
Increases to the cost of capital do not simply evaporate on a bank's balance sheet, 
they are passed through to customers in various ways, including in the form of 
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higher costs for financial services or in reduced availability of services available in 
the market. 
 
The cost of bank capital also influences where activities occur, either within the 
regulatory perimeter of the banking system or in non-bank entities and the 
broader shadow-banking system.  
 
When the cost of a bank engaging in an activity exceeds the cost of performing 
the same activity in a non-bank, that cost differential creates pressure that over 
time leads to a shift in these activities to non-bank providers. 
 
Where does that leave us? Achieving good policy requires acknowledging and 
balancing the benefits and costs of capital requirements, since it is one of the 
most important inputs policymakers can use to enhance the safety and efficiency 
of the banking system. Relying simply on the "more is better" approach 
downplays or ignores these critically important tradeoffs.  
 
When policymakers consider changes to the capital framework, particularly 
increases of the magnitude contemplated in the proposal, we must carefully 
weigh the benefit of increased safety from higher capital levels, with the direct 
costs to banks, and the downstream effects on consumers, businesses, and the 
broader economy.  
 
We must also consider the broader regulatory landscape and how changes to 
capital regulations may complement, overlap, or conflict with other regulatory 
requirements. And importantly, we must consider the broader implications for 
the structure of the U.S. financial system and for financial stability. While these 
considerations may caution us against capital increases of the magnitude 
contemplated in the proposal, I do see a potential path forward for capital 
reform. 
 
The Path Forward 
 
As I consider next steps, I am cautiously optimistic that policymakers can work 
toward a reasonable compromise, one that addresses two of the most critical 
shortcomings of the proposal: over-calibration and the lack of regulatory 
tailoring.  
 
Public feedback has also assisted in identifying the aspects of the proposal that 
result in the most severe unintended consequences. In my mind, it will be 
necessary for policymakers to modify the proposal to mitigate these issues and 
concerns as we move forward. 
 
Calibration 
 
First, I would like to address calibration. The costs of this proposal, if 
implemented in its current form, would be substantial. As the proposal describes, 
Federal Reserve staff estimates these changes to result in an aggregate 20 percent 
increase in total risk-weighted assets across bank holding companies subject to 
the rule, although some commenters have projected much greater effects on 
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some firms. While the actual impact on binding capital requirements will vary by 
firm, it is apparent even with the incomplete information available today that this 
will represent a large increase in capital requirements. 
 
In October of 2023, the Federal Reserve launched a data collection to gather 
more information from the banks affected by the Basel III capital proposal. 
 
The purpose of this quantitative impact study was to help better understand the 
estimated effects of the proposal. My understanding is that the Federal Reserve 
will release its analysis of those findings and some aggregated information for 
comment.  
 
And just as for the initial proposal, stakeholder feedback on this quantitative 
impact study and staff analysis will be very instructive as we seek to analyze and 
understand the expected impacts of the proposed capital reforms.  
 
Based on the information available, increasing capital requirements as initially 
proposed could result in significant harm to the U.S. economy through the impact 
on U.S. businesses, while failing to achieve the intended goals of improving safety 
and soundness and promoting financial stability. 
 
Much of the public feedback and concern focused on the calibration of the 
proposal and the corresponding impact across a number of industries. Farmers, 
ranchers, and agricultural producers that use derivatives to hedge price risks in 
agricultural supply chains have noted that the increased costs of providing these 
services from the proposal could lead banks to limit their availability in the 
marketplace. 
 
Small-business owners (including builders, manufacturers, restaurant owners, 
and others) have indicated that the proposal could "make borrowing costs 
unaffordable and capital inaccessible." 
 
These real-world examples only scratch the surface of the harmful effects of this 
proposal as described by a broad range of stakeholders noting the impact on a 
wide array of businesses. My initial observation is that, in the aggregate, the 
comments reflect a spectrum of concerns that are largely driven by calibration. 
 
These well-founded concerns and the risks they highlight are not surprising in 
light of the scale of the proposed capital increase.  
 
In addition, this direct independent feedback provides a new lens through which 
to view the proposal, enabling us to specifically identify and confront the 
predictable effects: higher costs of capital for banks and services for customers, 
less availability and narrower selection of services, and increased concentration 
in the providers of financial products and services.  
 
These consequences could disproportionately harm underserved markets, 
businesses, and communities, as bank customers will bear the cost of these 
increased capital requirements. 
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In addition to the direct impacts of excessive calibration, policymakers must also 
consider international comparability and competitive disadvantages. A key 
element of the Basel capital rules is to promote greater international 
comparability, a goal that is frustrated when U.S. regulators over-calibrate 
requirements, at a level in excess of international peers and not supported by 
proportionate levels of risk.  
 
Significant banking activities occur in the international and cross-border context, 
and we know that financial stability risks can spread throughout global financial 
markets. One approach to mitigate the spread of financial stability risks is to 
promote minimum standards across jurisdictions that not only improve 
competitive equity in banking markets but that also make the financial system 
safer. 
 
The capital proposal reflects elements of the agreed upon Basel standards, but it 
far exceeds those agreed standards. Adjusting the calibration of the Basel capital 
reform proposal would have the important secondary benefit of enhancing this 
international consistency. 
 
To address this issue of calibration, policymakers must develop and work toward 
a target, a top-line aggregate capital level that would best promote safety and 
soundness and one that has a broad consensus among policymakers. Earlier 
efforts on the Basel proposal would have resulted in something closer to "capital 
neutrality"—with essentially minimal top-line change in aggregate capital 
requirements across the U.S. banking system. 
 
I would note that the U.K. approach contemplates an average increase in the low 
single digits. 
 
I look forward to learning more about stakeholder views on calibration from the 
comments we have received. 
 
To read more: 
https://www.federalreserve.gov/newsevents/speech/bowman20240117a.htm 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 

https://www.federalreserve.gov/newsevents/speech/bowman20240117a.htm
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SEC Adopts Rules to Enhance Investor Protections Relating to SPACs, 
Shell Companies, and Projections 
 

 
 
The Securities and Exchange Commission adopted new rules and amendments to 
enhance disclosures and provide additional investor protection in initial public 
offerings (IPOs) by special purpose acquisition companies (SPACs) and in 
subsequent business combination transactions between SPACs and target 
companies (de-SPAC transactions). 
 
SPAC IPOs and de-SPAC transactions can be used as a means for private 
companies to enter the public markets. Given the complexity of these 
transactions, the Commission seeks to enhance investor protection in SPAC IPOs 
and de-SPAC transactions with respect to the adequacy of disclosure and the 
responsible use of projections.  
 
The rules also address investor protection concerns more broadly with respect to 
shell companies and blank check companies, including SPACs. 
 
“Just because a company uses an alternative method to go public does not mean 
that its investors are any less deserving of time-tested investor protections,” said 
SEC Chair Gary Gensler.  
 
“Today’s adoption will help ensure that the rules for SPACs are substantially 
aligned with those of traditional IPOs, enhancing investor protection through 
three areas: disclosure, use of projections, and issuer obligations. Taken together, 
these steps will help protect investors by addressing information asymmetries, 
misleading information, and conflicts of interest in SPAC and de-SPAC 
transactions.” 
 
The new rules and amendments require, among other things, enhanced 
disclosures about conflicts of interest, SPAC sponsor compensation, dilution, and 
other information that is important to investors in SPAC IPOs and de-SPAC 
transactions.  
 
The rules also require registrants to provide additional information about the 
target company to investors that will help investors make more informed voting 
and investment decisions in connection with a de-SPAC transaction. 
 
The rules more closely align the required disclosures and legal liabilities that may 
be incurred in de-SPAC transactions with those in traditional IPOs. For example, 
in certain situations, the rules require the target company to sign a registration 
statement filed by a SPAC (or another shell company) in connection with a de-
SPAC transaction. This would make the target company a “co-registrant” and 
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assume responsibility for disclosures in that registration statement.  In addition, 
the rules make the Private Securities Litigation Reform Act of 1995 safe harbor 
from liability for forward-looking statements unavailable to certain blank check 
companies, including SPACs. 
 
In connection with de-SPAC transactions, the rules include disclosure 
requirements related to projections, including disclosure of all material bases of 
the projections and all material assumptions underlying the projections. The 
rules also update and expand guidance on the use of projections in all SEC filings. 
 
The adopting release is published on SEC.gov and will be published in the 
Federal Register. You may visit: https://www.sec.gov/files/rules/final/2024/33-
11265.pdf 
 

 
 
The rules will become effective 125 days after publication in the Federal Register.  
 
Compliance with the structured data requirements, which require tagging of 
information disclosed pursuant to new subpart 1600 of Regulation S-K in Inline 
XBRL, will be required 490 days after publication of the rules in the Federal 
Register. 
 
To read more: https://www.sec.gov/news/press-release/2024-8 
 
 

 
 
 
 

https://www.sec.gov/files/rules/final/2024/33-11265.pdf
https://www.sec.gov/files/rules/final/2024/33-11265.pdf
https://www.sec.gov/news/press-release/2024-8
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The European Supervisory Authorities (ESAs) recommend steps to 
enhance the monitoring of BigTechs’ financial services activities 
 

 
 
The European Supervisory Authorities (EBA, EIOPA and ESMA) published a 
Report setting out the results of a stocktake of BigTech direct financial services 
provision in the EU.  
 

 
The Report identifies the types of financial services currently carried out by 
BigTechs in the EU pursuant to EU licences and highlights inherent 
opportunities, risks, regulatory and supervisory challenges.  
 
The ESAs will continue to strengthen the monitoring of the relevance of BigTech 
in the EU financial services sector, including via the establishment of a new 
monitoring matrix. 
 
In 2023 the ESAs, via the European Forum for Innovation Facilitators (EFIF), 
conducted a cross-sectoral stocktake of BigTech subsidiaries providing financial 
services in the European Union (EU) as a follow-up to the ESAs’ 2022 response 
to the European Commission’s Call for Advice on Digital Finance. 
 
The stocktake showed that BigTech subsidiary companies currently licenced to 
provide financial services pursuant to EU law mainly provide services in the 
payments, e-money and insurance sectors and, in limited cases, the banking 
sector. However, the ESAs have yet to observe their presence in the market for 
securities services. 
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To further strengthen the cross-sectoral mapping of BigTechs’ presence and 
relevance to the EU’s financial sector, the ESAs propose to set-up a data mapping 
tool within the EFIF.  
 
This tool is intended to provide a framework that supervisors from the National 
Competent Authorities would be able to use to monitor on an ongoing and 
dynamic basis the BigTech companies’ direct and indirect relevance to the EU 
financial sector. 
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The ESA will also continue the cross-disciplinary exchanges in the setting of the 
EFIF to further foster the exchange of information between EFIF members and 
other relevant financial and non-financial sector authorities involved in the 
monitoring of BigTechs’ activities (e.g., data protection and consumer protection 
authorities). 
 
To read more: https://www.eiopa.europa.eu/system/files/2024-
02/Joint%20ESAs%20Report%20-
%20Stocktaking%20of%20BigTech%20direct%20financial%20services%20provi
sion%20in%202023.pdf 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.eiopa.europa.eu/system/files/2024-02/Joint%20ESAs%20Report%20-%20Stocktaking%20of%20BigTech%20direct%20financial%20services%20provision%20in%202023.pdf
https://www.eiopa.europa.eu/system/files/2024-02/Joint%20ESAs%20Report%20-%20Stocktaking%20of%20BigTech%20direct%20financial%20services%20provision%20in%202023.pdf
https://www.eiopa.europa.eu/system/files/2024-02/Joint%20ESAs%20Report%20-%20Stocktaking%20of%20BigTech%20direct%20financial%20services%20provision%20in%202023.pdf
https://www.eiopa.europa.eu/system/files/2024-02/Joint%20ESAs%20Report%20-%20Stocktaking%20of%20BigTech%20direct%20financial%20services%20provision%20in%202023.pdf
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The U.S. AI Safety Institute Consortium (AISIC). 
 

 
 

On February 7, 2024 US Secretary of Commerce Gina Raimondo announced key 
members of the executive leadership team to lead the U.S. AI Safety Institute 
(USAISI), which will be established at the National Institute of Standards and 
Technology (NIST). 
 
In support of efforts to create safe and trustworthy artificial intelligence (AI), 
NIST is establishing the U.S. Artificial Intelligence Safety Institute (USAISI).  
 
To support this Institute, NIST has created the U.S. AI Safety Institute 
Consortium.  
 
The Consortium brings together more than 200 organizations to develop science-
based and empirically backed guidelines and standards for AI measurement and 
policy, laying the foundation for AI safety across the world.  
 
This will help ready the U.S. to address the capabilities of the next generation of 
AI models or systems, from frontier models to new applications and approaches, 
with appropriate risk management strategies. 
 
Consortium members contributions will support one of the following areas: 
 

• Develop new guidelines, tools, methods, protocols and best practices to 
facilitate the evolution of industry standards for developing or deploying 
AI in safe, secure, and trustworthy ways 

 

• Develop guidance and benchmarks for identifying and evaluating AI 
capabilities, with a focus on capabilities that could potentially cause harm  

 

• Develop approaches to incorporate secure-development practices for 
generative AI, including special considerations for dual-use foundation 
models, including: 

 
- Guidance related to assessing and managing the safety, security, and 
trustworthiness of models and related to privacy-preserving machine 
learning;  

              
            - Guidance to ensure the availability of testing environments 
 

• Develop and ensure the availability of testing environments 
 

• Develop guidance, methods, skills and practices for successful red-teaming 
and privacy-preserving machine learning 
 

• Develop guidance and tools for authenticating digital content 
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• Develop guidance and criteria for AI workforce skills, including risk 
identification and management, test, evaluation, validation, and 
verification (TEVV), and domain-specific expertise 
 

• Explore the complexities at the intersection of society and technology, 
including the science of how humans make sense of and engage with AI in 
different contexts 
 

• Develop guidance for understanding and managing the interdependencies 
between and among AI actors along the lifecycle 

 
NIST received over 600 Letters of Interest from organizations across the AI 
stakeholder community and the United States. As of February 8, 2024, the 
consortium includes more than 200 member companies and organizations.  
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To read more: https://www.nist.gov/artificial-intelligence/artificial-intelligence-
safety-institute 
 
 

https://www.nist.gov/artificial-intelligence/artificial-intelligence-safety-institute
https://www.nist.gov/artificial-intelligence/artificial-intelligence-safety-institute
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Disclaimer 
 
The International Association of Hedge Funds Professionals (IAHFP)(hereinafter 
“Association”) enhances public access to information. Our goal is to keep this 
information timely and accurate. If errors are brought to our attention, we will try 
to correct them. 
 
The Association expressly disclaims all warranties, either expressed or implied, 
including any implied warranty of fitness for a particular purpose, and neither 
assumes nor authorizes any other person to assume for it any liability in 
connection with the information or training programs provided. 
 
The Association and its employees will not be liable for any loss or damages of 
any nature, either direct or indirect, arising from use of the information provided, 
as these are general information, not specific guidance for an organization or a 
firm in a specific country.  
 
This information: 
 
- is of a general nature only and is not intended to address the specific 
circumstances of any particular individual or entity; 
 
- should not be relied on in the particular context of enforcement or similar 
regulatory action; 
 
- is not necessarily comprehensive, complete, or up to date; 
 
- is sometimes linked to external sites over which the Association has no 
control and for which the Association assumes no responsibility; 
 
- is not professional or legal advice; 
 
- is in no way constitutive of interpretative; 
 
- does not prejudge the position that the relevant authorities might decide 
to take on the same matters if developments, including court rulings, were to lead 
it to revise some of the views expressed here; 
 
- does not prejudge the interpretation that the courts might place on the 
matters at issue. 
 
We are not responsible for opinions and information posted by others. The 
inclusion of links to other web sites does not necessarily imply a recommendation 
or endorsement of the views expressed within them. Links to other web sites are 
presented as a convenience to users. The Association does not accept any 
responsibility for the content, accuracy, reliability, or currency found on external 
web sites. 
 
Please note that it cannot be guaranteed that these information and documents 
exactly reproduce officially adopted texts. It is our goal to minimize disruption 
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caused by technical errors. However, some data or information may have been 
created or structured in files or formats that are not error-free and we cannot 
guarantee that our service will not be interrupted or otherwise affected by such 
problems. The Association accepts no responsibility with regard to such problems 
incurred as a result of using this site or any linked external sites. 
 
Readers that are interested in a specific topic covered in the newsletter, must 
download the official papers, must find more information, and must ask for 
legal and technical advice, before making any business decisions. 
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International Association of Hedge Funds Professionals (IAHFP) 
 

The Association is a business unit of Compliance LLC, incorporated in 
Wilmington, NC, and offices in Washington, DC, a provider of risk and 
compliance training in 57 countries. 
 
Our reading room:  
https://www.hedge-funds-association.com/Reading_Room.htm 
 

 
 
“Mirror, mirror on the wall, who in this land is fairest of all?” 
 
Children’s fiction can open up new perspectives for adults. Black swan events, 
exercising (or failing to exercise) the zero trust principle, risks and opportunities 
are all there. 
 
Investigating the facts is the next pleasure. In 1994, Eckhard Sander claimed that 
the character of Snow White was based on the life of Margaretha von Waldeck, a 
German countess born in 1533. At the age of 16, Margaretha was forced by her 
stepmother, Katharina of Hatzfeld, to move away to Brussels. There, Margaretha 
fell in love with a prince who would later become Philip II of Spain.  
 
Graham Anderson compares the story of Snow White to the Roman legend of 
Chione, recorded in Ovid's Metamorphoses. The name Chione means "snow" in 
Greek and, in the story, she is described as the most beautiful woman in the land, 
so beautiful that the gods Apollo and Hermes both fell in love with her.  
 
For Snow White, the death of her real mother and the arrival of a stepmother is a 
disaster. Snow White is forced to leave home, but she discovers who she is, and 
moves along the path to self-discovery and resilience. This is a story about 
development set in motion by the arrival of evil. Does it look familiar? 
 
Contact Us 
 
Lyn Spooner 
Email: lyn@hedge-funds-association.com 
 
George Lekatis 
President of the IAHFP 

https://www.hedge-funds-association.com/Reading_Room.htm
mailto:lyn@hedge-funds-association.com
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1200 G Street NW Suite 800, 
Washington DC 20005, USA 
Email: lekatis@hedge-funds-association.com 
Web: www.hedge-funds-association.com 
HQ: 1220 N. Market Street Suite 804, 
Wilmington DE 19801, USA 
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